
https://www.awbs.com/hd/index.php?_m=knowledgebase&_a=viewarticle&kbarticleid=1
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 This is a security warning which can be triggered by a few things:
1. Someone is trying to manage a domain they do not own. (i.e. hi-jacking)
2. A customer has used their browser's back button to go back and manage another domain. This
causes the php session information to be lost and causes the security check to be triggered.

Most often is 2, but if you receive repeated notices from the same IP you will want to investigate that
IP and it's source.  
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